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is the integration of digital technology into all 
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[Digital Transformation]

is the integration of digital technology into all 

areas of a business, resulting in fundamental 

changes to how businesses operate and how 

they deliver value to customers.



is the integration of security into all 
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[Security Transformation]

is the integration of security into all 
areas of digital technology, resulting in 
a Security Architecture that provides a 
Continuous Trust Assessment.
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Dealing with today’s issues…
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Concern for Security*
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* Source: Fortinet-sponsored Lightspeed GMI survey

IN THE LAST 12 MONTHS*

NEW DEVICES PER YEAR 
THROUGH 2020



BEZPEČNOSTNÍ DOPORUČENÍ NÚKIB PRO 
ADMINISTRÁTORY 3.0

6



BEZPEČNOSTNÍ DOPORUČENÍ NÚKIB PRO 
ADMINISTRÁTORY 3.0

7



Fortinet Security Fabric

Open Ecosystem
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Visibility of the entire 
digital attack surface
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INTEGRATED
AI-driven breach prevention across 
devices, networks, and applications

AUTOMATED
Operations, orchestration, 
and response
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Fortinet

Palo Alto Networks

FireEye

SonicWall

#1 Security Innovator
Competitor data based on patents issued as 
listed by the U.S. Patent and Trademark Office

We Lead The Industry in Innovation
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• Email (92.3%) and Web (6.3%) are 
the two main primary vectors for 
malware entering an organization.*

• 4% of people will click on a phishing 
email which is often used to gain a 

Advanced Web Based Attacks
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email which is often used to gain a 
foothold in the network via malware 
or credential phishing.*

• Malware laden scripts and adverts 
mean malware can show up on the 
most popular and trusted websites

* Source: Verizon Data Breach Report 2018



 Clientless remote browser isolation
» Works with any modern HTML5 capable 

browser 

 Mitigate against web based threats 
whilst retaining productivity

FortiIsolator - Zero Trust Web Browsing

Malicious Web Page

FETCH

EXECUTE
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whilst retaining productivity
» No third party code ever runs on the local 

machine

» Browser session runs in clean remote 
container

» Rendered page image displayed to client

» Supports web page interactivity e.g. 
links, forms, video, audio

EXECUTE

RENDER



Product Overview
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URL Rewrite
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Safe Content Rendering

Directly accessed using Chrome Accessed via FortiIsolator using Chrome
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Safe Content Rendering

20+ 
Scripts

Directly accessed using Chrome Accessed via FortiIsolator using Chrome

2 FortiIsolator 
Scripts
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Scripts

3rd party 
scripts & 

content from 
iFrame

Tracking 
cookies & 

scripts
No external 

scripts, iFrames, imports




